
Note: this form to be used for individual vendor representatives. 

General Rules 
I will act in accordance with the Company’s Code of Conduct at all times during my relationship with the Company.
I understand that I should have no expectation of privacy when using Company information systems. The Company
may log, access, review, and otherwise utilize information stored on or passing through its systems, including email,
in order to manage systems and enforce security.
I understand that violation of this Agreement may result in disciplinary action, up to and including
termination of privileges, and/or termination of authorization to work within the Company facilities or with
Company data.

Protecting Confidential Information 
I will not disclose or discuss any Confidential Information with others, including friends or family, who do not
have a need to know it. I will not take media or documents containing Confidential Information home with me
unless specifically authorized to do so as part of my job.
I will not publish or disclose any Confidential Information to others using personal email, or to any Internet sites,
or through Internet blogs or sites such as Facebook or Twitter. I will only use such communication methods when
explicitly authorized to do so in support of Company business and within the permitted uses of Confidential
Information as governed by regulations such as HIPAA.
I will not in any way divulge, copy, release, sell, loan, alter, or destroy any Confidential Information except as
properly authorized. I will only reuse or destroy media in accordance with Company Information Security
Standards and Company record retention policy (provided upon request).

Following Appropriate Access 
I will only access or use systems or devices I am officially authorized to access, will only do so for the 
purpose of delivery of medical services at OUH facilities, and will not demonstrate the operation or function 
of systems or devices to unauthorized individuals.



Doing My Part – Personal Security
I understand that I will be assigned a unique identifier (e.g., ID) to track my access and use of Confidential
Information and that the identifier is associated with my personal data.

I will:
Use only my officially assigned D and password (and/or token).
Use only approved licensed software.
Use a device with virus protection software.

I will never:
Disclose passwords, PINs, or access codes.
Allow another individual to use my digital identity (e.g., ID) to access, modify, or delete data and/or use
a computer system.
Use tools or techniques to break/exploit security measures.
Connect unauthorized systems or devices to the Company network.

I will practice good workstation security measures such as locking up when not in use, using screen
savers with activated passwords, positioning screens away from public view.

Upon Termination

Signature

D ePrinted Name

I will only access or use systems or devices I am officially authorized to access, will only do so for the 
purpose of delivery of medical services at OUH facilities, and will not demonstrate the operation or function 
of systems or devices to unauthorized individuals.

Signature

Printed Name D e


